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FY 1999 RISK ASSESSMENT PROCESS

Rankings and Descriptions of the Risk Factors

The following table presents the order assigned to the risk factors for the emphasis documents:

Risk Factors
Weight

Stakeholder Concerns
8

New Programs or Tax Law Changes
7

Organizational Change
6

Data Analysis for Trends
5

Size of Program
4

Adequacy and Effectiveness of Internal Controls
3

Prior Findings
2

Last Coverage
1

The following table presents the order assigned to the risk factors for the internal control assessments:

Risk Factors
Weight

Adequacy and Effectiveness of Internal Controls
8

Stakeholder Concerns
7

New Programs or Tax Law Changes
6

Organizational Change
5

Data Analysis for Trends
4

Size of Program
3

Prior Findings
2

Last Coverage
1

The following information explains the risk factors and rationale for assignment of numerical values

1. Stakeholder Concerns

This factor includes concerns by Internal Revenue Service or Treasury Department executive management over certain programs or changes in programs, concerns by Congress or other government agencies, and requests by management.  The public relations impact and current political environment should also be considered.  Media coverage of the Service often highlights these issues.

Risk Rating

3
High risk.  A high profile issue or program that has received recent publicity or management attention, or an issue or program that management has expressed concerns about or specifically asked for Internal Audit coverage.

2
Medium risk.  An issue or program that Service management or other stakeholders have not expressed concerns about but could cause adverse  publicity if not managed properly.

1
Low risk.  An issue or program that Service management or other stakeholders have not expressed concerns about and there is little risk of adverse publicity if not managed properly.

2. Data Analysis for Trends

Review available data for unfavorable or favorable trends, e.g., excess inventories, low level of access, unusually high costs, increase in cycle times, increase/decrease in case load, increase/decrease in accuracy rates, increase/decrease in returns filed or revenue collected, etc.

Risk Rating

3
High risk.  Unfavorable trend(s) that could significantly affect programs, taxpayers, other stakeholders, resources, etc., or cause negative publicity.

2
Medium risk.  Unfavorable trend(s) that could moderately affect programs, taxpayers, other stakeholders, resources, etc.  Use this rating if no data is available for analyzing the program.

1
Low risk.  There are indicators of favorable trends or indicators of unfavorable trends that would not affect programs, taxpayers, other stakeholders, resources, etc.

3. Size of Program

This factor considers the number of returns processed, customer service contacts, cases worked, etc.; dollar amount processed by the program; number of taxpayers or returns affected; and size of staffing and dollar amount spent on the program.  Use the size that is most applicable to the area.  For example, an assessment of the auditable areas in returns processing would consider the number of returns processed.  An assessment of the auditable areas in Information Services may include the resources required for a new project or the dollar amount of the project.

Risk Rating

3
High risk.  Size of program is large, is a significant part of Service operations, or affects a significant part of Service operations.

2
Medium risk.  Size of program is medium and affects a significant part of Service operations; size or program is large but does not affect a significant part of Service operations.

1
Low risk.  Size of the program is medium or small with little or no major affect on Service operations.

4. New Programs or Tax Law Changes

This factor considers the impact of new programs, modified programs, and tax law changes on Service functions and other stakeholders; the amount of changes and  work involved in implementing the new or modified programs or tax laws; the impact of not effectively implementing the new or modified programs or tax laws.

Risk Rating
3
High risk.  New programs or enhancements to major programs, numerous tax law changes, or tax law changes that affect major programs/processing functions where the impact of not effectively implementing the new program or tax law changes is great and other stakeholders are significantly (detrimentally) affected.

2
Medium risk.  New programs or enhancements to medium size programs and tax law changes that affect programs/processing functions where the impact of not effectively implementing the change is small and other stakeholders are mildly (but not detrimentally) affected.

1
Low risk.  New programs or minor (or no) enhancements to programs and few (or no) tax law changes where the changes do not significantly affect other stakeholders.

5. Organizational Change

This factor considers the effect of reorganizations or consolidations on existing Service operations.

Risk Rating
3
High risk.  Major reorganizations or consolidations that significantly affect Service operations.

2
Medium risk.  Medium size reorganizations or consolidations that mildly affect Service operations.

1
Low risk.  Insignificant (or no) changes to organizations or programs that will not have a measurable affect on Service operations.

6. Adequacy and Effectiveness of Internal Controls

This factor considers whether the design and implementation of the established control system provides reasonable assurance that the organization’s objectives and goals will be met efficiently and economically.  Items to consider include:  whether Internal Audit has reviewed the system of internal controls and expressed an opinion on the adequacy of the system; the extent of manual versus automated controls; the effectiveness of management’s oversight of the internal control program including their Federal Managers’ Financial Integrity Act (FMFIA) self assessment process ; whether known integrity cases indicate the internal control system could be improved; whether the program or area is or is not meeting its objectives or goals; whether operations are efficient or inefficient; substantial integrity cases, security violations, or other infractions have occurred due to the internal control system not being properly implemented; and significant loss of assets or resources has occurred.

Risk Rating
3
High risk.  Indications of serious, material internal control system weakness or failures based on prior reviews or integrity cases, controls are mostly manual, management’s oversight of the internal control program is poor, or there are no indicators of the adequacy of the control system.  There are significant indications that the internal control systems are not functioning as intended (e.g., key goals and objectives are consistently not being met) or there are few (or no) quantifiable indicators of how the internal control systems are functioning.

2
Medium risk.  Indications of less serious (minor) internal control system weakness or failures based on prior reviews or integrity cases, some controls are manual, and management’s oversight of the internal control program could be better.  There are some quantifiable indications that the internal control systems are not functioning as intended (e.g., goals and objectives are not being met; integrity cases, security violations, or other infractions do or can easily occur; or loss of assets or resources happen or are likely to happen).

1
Low risk.  No indications of material internal control system weakness or failures based on prior reviews or integrity cases, most or many controls are automated, and management’s oversight of the internal control program is good.  There are quantifiable indications that the internal control systems are functioning as intended.

8. Prior Findings

This factor considers the significance of prior Internal Audit, General Accounting Office (GAO), and Treasury Inspector General (IG) findings in the area.  Findings from internal task groups or studies, employee concerns/suggestions, etc., should also be considered.

Risk Rating
3
High risk.  Past findings have a major tax administration impact and recommendations have not been implemented or have been partially implemented.

2
Medium risk.  Past findings have some tax administration impact and recommendations have not been implemented or have been partially implemented.

1
Low risk.  Past findings have little tax administration impact, past recommendations have been implemented, or there have been no prior findings.

9. Last Audit Coverage

This factor considers the length of time since the last Internal Audit, General Accounting Office, or Treasury Inspector General audit report.

Risk Rating
3
High risk.  No audit reports issued within the last 5 years.

2
Medium risk.  No audit reports issued within the last 3-4 years.

1
Low risk.  Audit reports issued within the last 2 years.
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