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CHAPTER 300 - AUDITING

(300)-60
Planning and Conducting Audits

60.1   Overview. 

Quality Office of Audit (OA) products and services result from the consistent application of sound auditing techniques that comply with generally accepted government auditing standards.  All OA projects and audits are primarily divided into three parts:  planning, fieldwork, and reporting.  This section covers the planning and fieldwork portions of audits, while Section (300)-90 covers reporting audit results.

The two primary drivers of the OA program are:

· Professional standards:  These include the General Accounting Office’s (GAO) Government Auditing Standards (GAS), the President’s Council on Integrity and Efficiency Standards, and the American Institute of Certified Public Accountants (AICPA) Statements (for financial statement audits) 

· OA’s outcome measures:  These outcome measures maximize impact on tax administration and emphasize achievements in the areas of significance to the Internal Revenue Service (IRS).

The planning and fieldwork standards/procedures outlined in this section apply to all types of reviews, except where otherwise noted in their respective sections.

60.2   Planning Audits. 
Auditors should document the planning process for each audit.  This process includes the following:

· Establishing audit objectives and the scope of work.

· Conducting research to obtain background information about the activities to be audited.

· Performing an on-site survey, when needed, to become familiar with the activities and controls to be audited, to identify areas for audit emphasis, and to invite auditees’ comments and suggestions.

· Assessing internal controls (also known as conducting a micro risk assessment).  Exhibit (300)-60.1 provides an example of an Internal Control Assessment template.

· Evaluating the need for support such as Electronic Data Processing (EDP) assistance in extracting computer‑processed data or contracting out the use of specialists.

· Preparing all elements of the audit plan and obtaining approval. 

· Communicating with management before starting work and determining how, when, and to whom audit results will be communicated.

Professional auditing standards require that auditors design a methodology to provide sufficient, competent, and relevant evidence to achieve the objectives of the audit.  Auditors will develop and include in the audit plan appropriate audit procedures to identify testing and sampling techniques.  Auditors will also develop methods to identify outcome measures from the audit.  More detail on identifying and reporting of outcome measures is included in Section (300)-90.12.9.
If audits are conducted in areas where Federal Manager’s Financial Integrity Act weaknesses have been identified or nonconformance occurred, auditors should follow up on the completed actions taken and report the actions in to the Deputy Inspector General for Audit (DIGA).  These actions may be covered in the audit report or, if warranted, in a separate memorandum.

According to GAO fieldwork standards, in planning an audit auditors should identify significant findings and recommendations from previous audits that could affect the current audit objectives.  Auditors should determine if management has corrected the conditions causing those findings and implemented those recommendations.

Professional auditing standards require that each project include an assessment of internal controls to plan the audit and to determine the nature, timing, and extent of tests to be performed.

When necessary to supplement the skills of the audit team, use of consultants should be considered and approved by the respective Assistant Inspector General for Audit (AIGA).  When obtaining the assistance of consultants, the audit staff should ensure the perspective consultant has the appropriate knowledge and experience for the audit area and can accommodate the audit schedule.  Reviews of resumes, proposals, and references as well as direct interviews should be used, as appropriate, when selecting consultants.  

During each review’s audit planning phase, the audit team should identify and evaluate all GAO planned, on-going, and recently completed audit coverage of the subject review area.  Taking this step will ensure that OA has considered the impact of related audits “blanketing” a particular business unit.

60.3   General Planning Techniques.
The purpose of planning is to collect, summarize, and evaluate data.  Planning is done to:

· Gain an understanding of programs or operations to be reviewed.

· Identify significant matters, such as high-risk areas, potential fraud, integrity problems, and new procedures.

· Study the management styles of people who direct and carry out programs and operations.

· Learn an activity’s missions, objectives, and goals.

· Pinpoint key management and internal controls.

· Evaluate the reliability of the internal control structure.

· Prepare a fully developed audit plan that ensures the audit is properly staffed and costed (travel and staff days) based on the information gathered.

Minimum audit coverage is achieved by knowing and understanding an activity’s procedures and methods and evaluating their success in satisfying established objectives.  This evaluation requires auditors to exercise professional judgment in interpreting such information as:

· Functional business or strategic plans (which should address core tax administration processes).

· Available statistical information (which should compare functional operations to those of similar functions).

· Results of operational reviews made by national, regional, and district managers.

· Concerns of national, regional, and district managers.

· Expectations made of functional management to address fiscal year corporate critical success factors.

· Functional logistics, such as organizational types and sizes and number or locations of potential audit sites.

· Determinations of historical high-risk and known problem areas.

· Assessments of the adequacy of internal control systems.

· Impact studies of automation on local controls and physical security of tax data and other information.

60.3.1   Researching Legal and Regulatory Requirements.   The audit team will, when appropriate, perform legal and regulatory research.  The final interpreter of Federal laws and regulations is the judicial system.  The Supreme Court, the U.S. Courts of Appeal, the U.S. District Court, the U.S. Tax Court, and the U.S. Court of Claims make decisions which interpret Federal tax laws and regulations.  The best sources for researching judicial tax decisions are U.S. Tax Cases and the Tax Court Reporter.  U.S. Tax Cases includes tax decisions made by all Federal Courts, except the U.S. Tax Court.  To use these sources, researchers should know the names of taxpayers involved or the case issues.  Several of these sources can be researched via the Internet/Intranet or through the Internet websites of the commercial services that compile the information.

Several commercial services compile information from Federal laws and regulations; IRS rulings and procedures; and Federal, State, and Local court decisions.  They include:

· Prentice Hall – Federal Taxes.

· CCH – Federal Tax Reporter.

· Merten – Law of Federal Income Taxation.

Auditors may need to check original sources when researching legal and regulatory requirements.  One of these sources is the U.S. Code Annotated, which:

· Compiles public laws by subject matter (e.g., titles).

· Provides laws currently in effect.

· Contains brief histories of each section within.

· Cites important court decisions having impact on the law.

· Is updated through annual supplements and is easily used when researchers know the numbers of the Code section(s) affecting the issues they are researching.  

The U.S. Statutes at Large lists public laws in sequential order of passage by Congressional session.  Because auditors normally conduct research on broad areas of law rather than on specific laws, the Statutes at Large has limited usefulness.

Regulations established by government agencies and departments to implement Federal laws are compiled by title in the Code of Federal Regulations (C.F.R.).  The numbering system for the C.F.R. is the same as for the U.S. Code Annotated.  Annual revisions and reprinting of the C.F.R. are supplemented by the Federal Daily Register, which includes updates of these regulations.  Codes frequently researched include:

· Title 5 – Government Organization and Employees.

· Title 18 – Crimes and Criminal Procedures.

· Title 26 – Regulations Enacted by the Secretary of the Treasury to Interpret the Internal Revenue Code.

· Title 31 – Money and Finance.

Internal Revenue Cumulative Bulletins (CB) list all Revenue Rulings and Procedures issued by the IRS during a 6-month period.  Rulings and Procedures are numbered consecutively from the beginning of the calendar year and are located under applicable sections of the Code.  Revenue Rulings and Procedures do not have the force and effect of regulations but may be used as precedents by IRS personnel.  To use CBs, researchers must know the Ruling and Procedures numbers.  Revenue Rulings and Procedures serve the following purposes:

· Interpret tax regulations according to particular sets of facts advanced by taxpayers.  

· Describe internal practices and procedures affecting the rights and duties of taxpayers.

When audit activities require an interpretation of laws or regulations, the Office of Chief Counsel for the Inspector General (OCC) should be consulted to ensure the laws or regulations are appropriately interpreted/applied to the audit.  The OCC should also be consulted when audit results require reporting on potential violations of laws, regulations, or employee/taxpayer rights.  Requests for assistance from the OCC should be approved by the respective AIGA.  

Legal advice to auditors should not be included in audit workpapers.  There are concerns that if legal advisories are included in the workpapers available to external sources (i.e., external peer review teams, GAO auditors, IRS management, etc.) any applicable privilege, such as attorney-client privilege, might be presumed to have been waived for legal advice rendered with an expectation of confidentiality. 

Audit managers are required to maintain a “Legal Opinion” file.  This file can be in either electronic or paper form but must be maintained outside of the official workpaper files.  Also, the official workpaper files must contain a notation that a legal opinion was obtained and identify where the opinion is maintained.  External parties requesting access to the Legal Opinion file should be referred to the Director, OMP.  The Director will assess the request and consult with TIGTA’s OCC in determining both whether any privileges should be waived and documents made available.  In addition, the Objective, Scope and Methodology section of the relevant audit report must note that TIGTA’s OCC was consulted on legal opinions/issues discussed in the report.

60.3.2   Audit Survey Techniques.   Survey techniques should be used throughout the audit process as needed.  This process may also serve as a method to identify and evaluate potential audit risk (i.e., micro-risk assessment).  Survey techniques may be applied during planning and fieldwork execution processes as needed.  See Section (300)-80 for Audit Techniques.

If preliminary audit work does not produce reportable audit issues in the early stages of review, auditors should discontinue audit work and issue a memorandum or report.  It is especially important in the early stages of audit testing to be flexible and adjust audit plan elements, as necessary.  Further review and in-depth tests should be developed if preliminary results indicate:

· Weak spots or poorly controlled operations.

· High-risk areas.

· Potential weak or missing controls.

· Lack of essential coordination with other divisions or activities.

· Uncorrected significant findings or recommendations from prior audits.

60.3.3   Evaluating the Reliability of Computer-Processed Data.   Most OA reviews involve the extraction, analysis, and testing of computer-processed data in order to meet one or more objectives.  Auditors should be aware of the potential risks associated with computer-based data because they may not be reliable.  Auditors who use these data to support findings must assure that the data are valid and reliable.  Auditors are not expected to ensure that all possible errors are detected but that the data are suitably accurate for their specified purpose.  The auditor’s judgment in relying on system controls, selecting data testing methods, and determining the extent of data testing is critical to ensuring the integrity of our audit products.  The purpose of this section is to help OA staff meet the GAO Standard for ensuring that computer-based data are reliable, complete, and accurate.  Refer to GAO publication GAO/OP 8.1.3 “Assessing the Reliability of Computer-Processed Data” available on the GAO website at www.gao.gov. 

Auditors should consider the following when planning any audit that could involve computer-based data:

· How much does the objective depend on computer-based data?

· What do we know about the data and the system that produced them?

· Are we sure that the data are reasonably complete and accurate?

During the planning phase, the auditor must first establish what the data are intended to provide.  Data that will be used for background or information purposes do not require the same confidence as data that may be used as the sole evidence of a finding.

The auditor must also determine what is known about the system and the data that it contains.  Research of prior Internal Audit/Office of Audit (OA) reports will help identify control breakdowns or weaknesses found during previous audits involving the computer system.  The auditor must evaluate the effectiveness of the system’s controls and determine the amount of data testing necessary.  Local systems not previously reviewed or tested will require a limited review of the system and its controls.  The relevant controls over the data should be evaluated.

The computer-processed data must be tested to assure that the evidence standards of sufficiency, competency, and relevancy are met.  This is the process of data verification.  Tests should be performed on the data to ensure that:

· The universe contains all data elements and records consistent with the objective and the period covered by the audit.

· The computer-based data accurately reflect source records.

· All relevant records were processed.

· Computer processing met the intended objective.

Auditors can perform tests on the data output to assure its reliability.  These tests usually look at data for reasonableness.  For example, auditors should scan data for fields that are blank or incomplete, fields that contain improper data (social security number field with seven numbers), amounts too large or too small, or data that are not logical (child having a birth date prior to her mother’s).
Data provided by the EDP staff should also have documentation on the steps taken to extract or analyze the data.  The programmer is responsible for ensuring that the process used to extract or analyze the data has not compromised the integrity of the information.

Auditors should state the source of data and the methods used to determine their reliability in their workpapers and in the report scope.  The report must assure the reader that data are credible and reliable.  Specifically, the report should:

· Identify the scope of work done when the auditors rely on system controls to reduce their data testing.

· Describe the testing of computer data, including tests performed, their purpose, and the error rates revealed.

· Present any factors that are known to limit the data’s reliability and, if significant, the sensitivity of these results to the accuracy of the data.

60.4   Requesting EDP Support.
Some audits may require support from the OA’s EDP group.  Requests for any programmer assistance in accessing IRS information must have approval at the OA manager level (Audit Manager or higher) and be in direct support of an official IRS audit or investigation.  

The first step in considering EDP data requests is to contact the designated computer specialist in the EDP group (refer to the EDP Request Form for the appropriate contact).  This specialist will discuss the EDP needs and make recommendations on the best file source for the data or direct the auditor to the Treasury Inspector General for Tax Administration’s (TIGTA) Data Center Warehouse if the file source has been web-enabled so that the auditor can extract the data himself or herself.  In addition, the specialist can recommend reliable sources for data and provide the names and telephone numbers of other EDP specialists for contact.  The template for requesting EDP assistance is located in TeamMate and in File/New/Audit Forms/EDP Request Form.dot.  The form contains guidelines on the process of requesting EDP assistance and the information required for EDP requests.  After approval by the Audit EDP Manager, the EDP Request will be assigned.  The auditor will be provided with an estimated delivery date for the requested output. 
60.4.1   EDP Staff Responsibilities Related to the Reliability of Computer-Processed Data.   Each programmer is responsible for validating the data he or she extracts to fill EDP requests.  This validation process should include run-to-run balancing and ensuring that the entire file was used with no gaps in the access or extraction of the data.  Other validation methods that should be used (where applicable) are to:

· Validate the final output data back to source file data.

· Verify data using the Integrated Data Retrieval System command codes such as RTVUE and IMFOL.

· Use source documents such as tax returns and posting documents.

· Check output data for “reasonableness” and expected output volume.

60.5   Audit Plan.
An audit plan should be prepared for each review using the TeamMate electronic workpaper software program.  The audit plan consists of the following elements located within each electronic audit file:  Audit Methodology and Objective document and the Sub‑Objectives and Tests folder.  These elements should be used in conjunction with each other throughout the audit to manage the work.  Each of these elements should be reviewed and updated as necessary to reflect significant changes that occur. 
The plan is developed only after the audit team has conducted enough planning work using survey techniques to assure an understanding of the area being audited and the related control systems.  Generally, 30 days should be adequate to accomplish this familiarization process.

Auditors should define the audit’s overall objective, sub-objectives, scope and methodology to achieve that objective, and sampling plan within the Audit Methodology document.  The Audit Methodology document includes the following sections:

· Introduction:  Background, Specific Risks, Emphasis Area, Survey Results, and Results of Discussions with Management.

· Audit Methodology:  Electronic Data Sources, Sampling Plan, Methodology for Measuring Outcomes, Methodology for Selecting Audit Sites, and Validation of Computer‑Processed Data.

· Expected Outcomes.

· Overall Audit Objective.

· Time and Travel Budget.

· Audit Plan Approval.

The Sub-Objectives and Tests folder should consist of the detailed audit objectives, tests, and scope of review that support the overall objective.  The sub-objectives and tests establish the process to be used in accomplishing the overall objective.  They identify the audit subjects and performance aspects to be included, as well as the potential finding and reporting elements that the auditors expect to develop.  Audit objectives can be thought of as questions about the program that auditors seek to answer.  These objectives are set based upon the risk assessment process, which identifies the key areas of vulnerability.  Tests should be included to consult with the OCC to obtain assistance in assessing the legal implications and to obtain interpretations of laws and regulations, when necessary.
The Time and Travel Budget portion of the Audit Methodology and Objective document reflects the time frames, resources, and costs for completing audit work.  It consists of anticipated completion (contract) dates for each audit phase including calendar and staff days, travel costs, staff assigned, and audit locations.  When establishing the contract date, various factors such as staff competencies and development, leave plans, referencing time, computer support needs, and the complexity of the issues should be considered.  These factors, and others, will be evaluated to determine their impact on the timely deliverance of the final audit report. 

All audit plans will be forwarded to the AIGA for approval after review by the Director.  Planned audit objectives and tests should bear evidence of management approval before they are carried out.  The Audit Plan Approval portion of the Audit Methodology and Objective document is used to document management’s approval of the audit plan.  Exhibit (300)-60.2 contains the Audit Plan Approval portion of the overall document with the appropriate levels for management authorization.


The audit plan elements should be updated, as necessary, to reflect any significant changes.  Internal factors warranting a change to the audit plan are the OA’s economic condition, staff changes, or expansion or reduction of scope.  External factors may involve the IRS’ organization and management changes or management requests. 

Subsequent addenda to audit plans should be approved by the Director and AIGA.  Auditors will document in the workpapers when a section of the plan is removed or amended.  Any unusual situations, such as not fully meeting the final objectives because of changes, should be documented. 

The significant changes to audit plan elements should be approved and tracked using iterations of the Audit Plan Approval document.  Auditors should summarize the significant changes made to the audit plan elements in the Audit Plan Approval document.  Subsequent iterations will follow the same review/authorization procedures used to obtain approval of the original audit plan elements (refer to Exhibit (300)-60.2) and be controlled within the audit file.

60.6   Communications with Management.
Professional auditing standards state that planning should include communicating with all who need to know about the audit and determining how, when, and to whom audit results will be communicated.  Auditors should use their professional judgment to determine the form and content of the communication.  If the information is communicated orally, the auditors should document the communication in the workpapers.

The TIGTA is authorized to conduct audits relating to the programs and operations of the IRS, as well as related entities.  Legal provisions require that auditors be given full cooperation, assistance, and access to all government property, personnel, and records in any form, including all computer systems and databases, in carrying out official duties.

To foster a productive working relationship between OA and IRS management, the OA’s practice will be to inform the IRS of planned audit activities prior to making contact with technical personnel or visiting IRS sites.  The IRS Commissioner has identified the Office of Legislative Affairs as the IRS’ designated contact point with the OA.

IRS management will be informed of all OA audits through an engagement letter.  The engagement letter will be signed by the DIGA and addressed to the Commissioner of the appropriate IRS operating division(s), with the appropriate Deputy Commissioner, the IRS Commissioner, the Commissioner’s Chief of Staff, and the Director, Office of Legislative Affairs on the Memo “CC” line when 1 or 2 operating divisions or separate IRS entities are involved.  If 3 or more IRS operating divisions or separate IRS entities are involved in the audit, the engagement letter should be addressed to the appropriate Deputy Commissioner, with the operating division Commissioner, the IRS Commissioner, the Commissioner’s Chief of Staff, and the Director, Office of Legislative Affairs on the Memo “CC” line.  A copy of the engagement letter will be provided to the Director, Office of Legislative Affairs, prior to making contact with technical personnel, visiting IRS sites, or requesting an opening conference.  Legislative Affairs personnel will forward copies of the engagement letter to the appropriate IRS executives, field executives, and functional TIGTA liaisons.  See Exhibit (300)-90.5, Audit Product Distribution Procedures, for the procedures for addressing engagement letters.  At a minimum, the engagement letter will include the following elements:

· The Inspector General for Audit Management Information System audit number on the engagement letter’s subject line.

· Objectives and sub-objectives of the audit.

· Offices included in the review.

· Deliverables and estimated completion dates (e.g., draft/final report).

· Initially identified functional personnel the OA needs to contact.

· Any special considerations such as space, telephone access, and other logistical items.

· TIGTA executive liaison (i.e., respective AIGA).

· TIGTA contact point(s).

The respective AIGA will notify the Office of Legislative Affairs, in writing, if any of the original items outlined in the engagement letter need to be revised.  For example, fieldwork locations are changed, the scope of the review is expanded, or the time frames substantially change for completion of the review.

These communications are intended as a courtesy and to facilitate completion of the audit.  Throughout the audit process, the audit staff must maintain an objective and independent attitude when working with the auditees.

Under certain circumstances, OA activities do not warrant any formal opening contact, including an engagement letter or IRS executive level discussions.  These situations may include planning and research activities (e.g., audit planning or surveys, gathering information for Congressional requests, annual audit planning, etc.) and integrity projects.  In these situations, OA personnel will first contact the Office of Legislative Affairs to advise them of the general scope of work and anticipated time frames.  While Legislative Affairs personnel will be responsible for informing other IRS officials (including TIGTA liaisons and IRS field managers, as appropriate) of the OA’s planning and research activities, it will be the responsibility of OA personnel to schedule meetings with IRS managers and technical personnel.

60.7   Executive Liaisons.

At the beginning of an audit, the Office of Legislative Affairs will identify the appropriate Legislative Affairs analyst to serve as the IRS’ coordination point on the review.  The IRS executive will assist in resolving major problems encountered during the audit execution phase.

60.8   Opening Conferences.
The purpose of an opening conference is to inform the IRS Commissioner or designee of the review objectives, solicit their opinions and concerns, and begin working on expected outcomes and commitments to take corrective actions.

When ready to initiate audit fieldwork, OA personnel will coordinate an opening conference with the lead IRS stakeholder.  Legislative Affairs personnel will not coordinate the opening conference but may attend if necessary.  OA personnel may directly contact any IRS employee they determine is relevant to the scope of the audit once the engagement letter is provided to the Office of Legislative Affairs.  In addition, auditors will have direct, unrestricted access to IRS personnel and records.

The following individuals should be invited to attend the opening conference:

· The DIGA.

· The AIGA and/or assigned Director.

· Pertinent audit team members (including Audit Managers).

· Legislative Affairs representatives.

· Appropriate IRS executive level official(s).

· Appropriate functional staff members.

The opening conference process should:

· Include discussions with all appropriate officials who need to be informed of planned audit objectives.  

· Give these officials the opportunity to provide comments or concerns they have relating to the review or other areas.

· Include a discussion of potential outcomes and obtain management’s input and commitment to cost-effective solutions.

· Reach an agreement on the designation of the management official who will be responsible for responding to the audit report.

· Reach an agreement on any logistical needs, such as temporary space, access to telephones, data line, etc..

After the initial opening conference is held, additional contacts with IRS management may be initiated at the discretion of the respective AIGA.

OA audit staff will discuss pertinent issues throughout the audit with the IRS personnel responsible for taking corrective action.  In addition, the e-mail system may be used to provide timely notification to IRS management of identified issues.

During each opening conference, the audit team should explain to the respective IRS executive the extent to which, if any, planned OA audit testing duplicates GAO audit testing.  If there is actual overlap, the participating AIGA should explain why such repetitive coverage is necessary.  The OA has placed links on the OA webpage to electronically available information on GAO audits of IRS functions (i.e., periodic updates of GAO audits in process, identification of final reports issued, and audit initiation letters).

60.9   Fieldwork Testing. 
There are many techniques for fieldwork testing.  Auditors may develop new techniques by using their imagination and ingenuity.  Among established auditing techniques are interviewing, observing, sampling, verifying, and conducting confirmation programs.  See Section (300)-80 for specialized Audit Techniques. 

Auditors should focus on objectives throughout the review cycle, from development of the initial proposal for review through preparation of the final report.  To this end, all members of the audit team should meet at appropriate intervals throughout the audit process to discuss the project status, the significance of issues being developed, and whether objectives need to be changed.  The Audit Manager should schedule these meetings based on the planned project/objective completion dates (e.g., monthly or midpoint meetings).  The Director charged with project oversight should also be involved in these meetings throughout the audit process, as opposed to post-review involvement.

60.10   Direct Communications with Taxpayers.
Occasionally, auditors must directly communicate with taxpayers and other knowledgeable parties to obtain and verify information.  Two reliable methods are confirmation letters and telephone interviews.  These methods can be used to determine the:

· Completeness of payment processing.

· Accuracy of IRS tax and general ledger accounts.

· Promptness and adequacy of taxpayer contacts.

· Efficiency and effectiveness of follow-up actions.

· Effectiveness of controls designed to deter and detect integrity breaches.

· Propriety of actions taken in closing delinquency accounts and investigations.

Any request to contact more than 10 taxpayers, to be made either through confirmation letter or the telephone, must be cleared through the Office of Management and Budget (OMB).  Requests should be forwarded to the Office of Management and Policy (OMP).  The OMP will coordinate the submission of the required paperwork through the appropriate channels.  See Section (300)-80.7 for more details on confirmation program procedures.

Contacts made in conjunction with investigative efforts are not subject to the OMB restrictions.  Auditors should contact the Office of Investigations (OI) if in doubt as to when and whether OMB provisions apply.  Auditors should coordinate with the OI on contacts made in conjunction with an investigation to ensure that the auditors do not compromise an investigation.

Auditors who make direct telephone contacts with taxpayers or their representatives should become familiar with disclosure laws and regulations.

· Detailed instructions concerning the disclosure of information during telephone contacts are provided in Internal Revenue Manual (IRM) 11.3, Disclosure of Official Information Handbook.  TIGTA Disclosure Officers, as appropriate, may be contacted for assistance with specific cases or problems.

· Specifically, IRM 11.3 provides that, without written authorization, IRS employees in telephone contacts with third parties may provide only general information concerning confirmation letters.

· In most third-party telephone calls, however, information is voluntarily provided to the OA.  In these instances, tax practitioners should be encouraged to provide as much information as is necessary.  Disclosure laws do not prohibit the acceptance of this type of information.

· Auditors can discuss a taxpayer’s account in detail with third parties only when the taxpayer provides written authorization to do so or if IRS records indicate the taxpayer has given the third party a power of attorney.

· If a practitioner calls before written authorization is received by the OA, the auditor should request that the practitioner ask the taxpayer to provide the OA with written authorization for release of information.

60.11   Audit Workpapers. 

Auditing standards require the preparation of orderly records that support the audit process from planning to the issuance of OA documents.  These records are called workpapers and include, but are not limited to:

· Spreadsheets, databases, or other statistical analyses.

· Records of discussion.

· Correspondence documents.

· Copies of auditee desk procedures.

· Workpaper summaries.

Workpapers:

· Provide evidence that supports the adequacy of review and development of findings resulting from audit testing.

· Have permanent and recurring value, in that they can be used in the planning of future projects/audits.

· Document the audit team’s conformance with GAS and/or document the reasons for non-conformance.

· Facilitate the supervisory review of work accomplished.

· Provide documentary evidence for evaluating an auditor’s performance.

Access to OA workpapers (i.e., electronic/paper files) should be limited to authorized individuals.  Security measures should account for day and night security.  Workpapers (i.e., paper files) are required to be kept in locked storage facilities when not in use.  See Section (300)-130, Retention, Control, and Security of Audit Documents for more information on security. 

Standards do not require that all documents or cases reviewed be photocopied and included in the workpapers.  The standards do require that sufficient information about the items reviewed be documented so that another auditor can re-examine the reviewed items if needed.  To this end, sufficient information about the items reviewed must be included in the workpapers.

60.11.1   Preparing Workpapers.   The OA will control all workpapers using the TeamMate electronic workpaper software program.  The OA will document all audit work in an electronic audit file specific to each review.  Each audit file will control documents created electronically (e.g., with Excel, PowerPoint, Access, etc.), scanned images, audio/video files, and/or references to paper files.  At a minimum, workpapers (both electronic and paper) should:

· Directly relate to the current project or audit.

· Be clear and complete.

· Be signed off by the preparer and reviewer.

· Be appropriately indexed and fully identify the audit number; preparer’s name; preparation date; audit plan objective and step number; source; audit period, if applicable; reviewer initials; and supervisory initials and review date.  In most cases, TeamMate provides an automated method to capture this information in the workpapers.  However, some items such as audit plan, objective, step number, and source may need to be added manually to TeamMate workpapers.  

· Contain legends of symbols or tick marks, when applicable.

Workpaper summaries should be prepared for each group of workpapers pertaining to a given topic.

Any hardcopy workpapers must be shown in an electronic index file.  The hardcopies should be placed in a binder or file and properly identified with the audit name, number, and date.  These hardcopies will have the same retention requirements as the electronic workpapers.

Audit team members will ensure all auditing standards are met when determining the number of hardcopy source documents to be scanned into TeamMate workpapers.

60.11.2   Workpaper Reviews.   Audit Managers or designated Senior Auditors must carefully review and sign off on all workpapers (including audit tests and exceptions) to ensure quality audits are conducted and results appropriately documented.  The Audit Manager or designated Senior Auditor must review the audit workpaper summary and related workpapers for an audit objective or specific audit test within 30 calendar days after completion of the workpaper summary.  

Workpaper reviews should assess conformance with GAS, adherence to the audit plan, and adequacy of the work used to support positive or negative findings.  If a Senior Auditor performs the review, the Audit Manager must review the Senior Auditor’s workpapers as well as the Senior Auditor’s review/coaching notes.  The Audit Manager must also review any workpapers that will support the audit findings/outcomes.

Audit Managers are responsible for ensuring that auditing standards have been met.  If it is determined that a particular standard has not been met, the Audit Manager should document this decision in the workpapers and disclose in the report the circumstances and the known effect of not following the standard.  The decision should be approved by the respective Director and AIGA.  This can occur during on-line audit status meetings or during the review of the audit report.  However, the Director and AIGA should be advised of the decision as soon as possible. 

Workpapers must be appropriately reviewed before any document based on them is issued.  Questions or feedback arising from these reviews should be recorded within the TeamMate audit file using the Coaching Notes feature that routes comments directly to the preparer of the reviewed workpapers.  An auditor’s responses to the Coaching Notes should include:

· Notations of changes to workpapers.

· Comments that provide more support for the auditor’s position for the Audit Manager or Senior Auditor to reconsider.

· Sign-off by the auditor when the comment is addressed.

60.12   Elements of Findings. 
All elements of a finding must be fully developed.  Elements of findings include:

· Condition - describes actions or situations as they are.  In compliance reviews, conditions identify the differences between what is and what should be.  In economy and efficiency reviews, they describe the ways that systems or programs do not achieve desired results or organizational goals.

· Criteria - describes what should be.  Criteria should be clear, convincing, and free of subjective bias.  Sources of criteria include, but are not limited to:

· The IRM.

· Auditee Desk Procedures.

· The GAO Yellow Book.

· AICPA Statements.

· Information Notices.

· National and local circulars and memoranda.

· Sound business decisions and common business practices.

· Laws and regulations.

· Cause - describes the environment that allowed conditions to happen or exist.  Identification of cause is essential before corrective actions can be taken.  Unless root causes are known, actions taken to correct conditions may address only symptoms and not fully address problem areas.  Sometimes one cause can be the result of a deeper problem.  In these cases, the lesser cause becomes a condition and the deeper cause is further developed.  This process is called “elevating the cause.”

· Effect - describes the impact conditions made or will make on the IRS.  Effects are quantified, whenever possible, thoroughly analyzed, and judged significant in relation to organizational policies, programs, or missions.

· Recommendations – The OA makes high-impact recommendations that will improve IRS programs and tax administration.  Our audits are focused on:

· Making significant, cost effective recommendations that have been developed actively with management throughout the audit.

· Establishing accountability for whether corrective actions were implemented and achieved the intended result.

60.13   OA Recommendations. 
Reducing costs and improving the effectiveness of government are major goals of audit organizations.  To achieve these goals, audit organizations make must make 
high-quality recommendations and work with those who will implement them to realize the intended benefits.  Recommendations state what an audit organization believes should be done to accomplish beneficial results.  They must be substantive, 
action-oriented, convincing, and fully developed.  Costs, benefits, and risks should be considered and analyzed to ensure recommendations do not create additional problems while alleviating immediate areas of concern.

In formulating sound recommendations, auditors must question:

· The operational efficiency of controls.  If IRS controls are not operating efficiently, can constructive measures be recommended to assure they will?

· Possible conflicts with laws and regulations. If IRS procedures, programs, and/or operating practices conflict with laws or regulations, are they impractical?  Should they be changed?  Are potential recommendations practical and cost effective?

· Management systems for measuring performance.  If IRS management has not established an adequate system for measuring whether specific program goals are satisfactorily achieved, what can be recommended that will result in more effective systems?

· Internal and external communications.  If there is not adequate coordination and cooperation among IRS divisions or activities, what can be recommended to improve these relationships?

Since IRS management is responsible for corrective action, care should be exercised in making recommendations involving employees’ rights and working conditions.  Auditors should be fully aware of potential conflicts with National Treasury Employees Union contract provisions.

Auditors should address recommendations calling for changes in procedures, policies, directives, or systems to IRS executives with the authority to make changes.

Recommendations should be discussed with appropriate IRS management officials throughout the audit to ensure they are adequately supported, technically feasible, and consistent with prior or pending recommendations.

OA recommendations are presented to IRS executives in audit documents.  Auditors and managers should stress to responsible management that recommendations are not directives but assistance in solving problem areas.  Recommendations address the cause of conditions and advise management how to correct a process universally.  They should be achievable by management.  Refer to GAO publication GAO/OP 9.2.1 “How to Get Action on Audit Recommendations” available on the GAO website at www.gao.gov.  

60.14   Outcome Measures. 

The OA identifies eight major categories of outcome measures:

· Increased Revenue or Revenue Protection.

· Cost Savings (Questioned Costs/Recommendations That Funds Be Put to Better Use).

· Taxpayer Rights and Entitlements.

· Reduction of Burden on Taxpayers.

· Taxpayer Privacy and Security.

· Protection of Resources.

· Inefficient Use of Resources.

· Reliability of Information.

Outcome measures should assess the impact OA products and services have on tax administration and business processes.  In the draft report, auditors should attempt to quantify the impact of reported issues and the magnitude of recommended corrective action.  If unable to do so, auditors should be able to determine the value or size of the audited entity, so the OA’s impact can be reported.  Examples of these two concepts are:

· Impact on Tax Administration - For burden reduction, this may be the number of unnecessary notices eliminated by changes to processing routines and may be expressed not only in numbers of notices but also in associated costs to both the IRS and the taxpayers in handling these notices. 

· Value or Size of the Audited Entity - In reviewing adherence to controls in an IRS examination function, the OA may not be able to quantify a tax administration or business operations issue.  It may be able to express organizational impact by the number of tax returns audited in Examination, dollars recommended for assessment, the number of employees or budget dollars in Examination, or some other factor that is relevant to the operation or entity reviewed.

The OA should consider methods for quantifying impact and determining information needed during the planning process.  When possible outcomes are discussed during the planning process, audits should be more focused on relevant issues and should assist in the delivery of a quality, high-impact audit report.

60.15   Closing Conferences. 
OA audit staff and IRS personnel responsible for taking corrective action will discuss pertinent issues throughout the audit period.  In addition, the OA will issue memoranda, when necessary, to solicit management action, obtain agreement to the facts, or provide audit information.  These memoranda will be issued to the IRS executive or head of office responsible for taking corrective action.  The IRS response will normally be due within 15 calendar days of the memorandum issuance date.  The respective AIGA will issue the memorandum.  When a memorandum includes high-profile or contentious issues, a copy of the memorandum should be provided to the DIGA at least 3 workdays prior to issuance.  Under certain circumstances involving high-profile or contentious issues, the DIGA may decide to issue the memorandum.

At the conclusion of fieldwork, an exit conference will be held with IRS management to verify that information gathered is accurate and to obtain management’s perspective on the audit issues and outcome measures.  A discussion draft copy of the TIGTA draft audit report will be shared with IRS management prior to or at this meeting.  However, the IRS’ complete concurrence is not required before issuing a report.

If necessary, a closing conference will be held to discuss the draft report’s content, conclusions, recommendations, and outcome measures.  The specific purpose of the closing conference is to:

· Discuss the draft report and promote better understanding of review results.

· Help ensure there are no misunderstandings or misinterpretations of the facts gathered and presented in the audit findings and recommendations.

· Add perspective and balance to the OA report by considering management’s assessment of audit results.

All closing conferences will be scheduled through the Director, Office of Legislative Affairs.  Legislative Affairs personnel will schedule, coordinate, and chair the closing conference, as well as identify conference participants.

The closing conference process should include discussions with all appropriate officials who need to be informed of review results.  The process should provide management the opportunity to resolve questions relating to technical aspects and perspective of proposed audit findings.  The conference should result in agreement to the facts and an understanding of the proposed corrective actions.

Each closing conference should be scheduled prior to the issuance of the draft report.  The draft report should be issued immediately after the conference unless management has provided new information, which must be evaluated by the audit team. 

Exhibit (300)-60.1

Assessment of Internal Controls

Audit:

Objective:

	Sub-Objective
	Controls
	Risks
	Status of Controls
	Auditor Evaluation

	Sub-objective (can be stated as a question)
	Functional controls related to the sub-objective
	What can go wrong if adequate controls are not in place or controls are not properly functioning 
	Assessment of whether controls are in place and functioning as intended
	Evaluation of whether additional work needs to be done (“Go/No Go Decision”)

	The answer to each sub-objective is directly related to the “condition” of a finding.
	Determined from research and institutional knowledge prior to on-site visits.  The controls frequently include the “criteria” of a finding.
	The risks will be directly related to the “effect” of a finding.
	Determined from information gathered in the planning phase such as on-site visits, interviews, observations, data analyses, flow charts, and internal control questionnaires.
	Determined from planning work.  It must be decided whether sufficient information has been gathered during the planning phase to answer the sub-objective or whether audit tests must be expanded.


This matrix is designed to document the assessment of internal controls (also known as a micro risk assessment).  The boxes immediately below the column headings describe what information should be recorded in the column.  The lower boxes describe the source of the information to be recorded and/or how that information relates to developing and reporting audit results.

Exhibit (300)-60.2

Standardized Audit Plan Approval Format

Audit Plan Approval

Project Number:

Project Title:

Submitted:
/s/
Date:

Audit Manager

Reviewed:
/s/
Date:


Director

Reviewed:
/s/
Date:


Assistant Inspector General for Audit

Summary of Revisions to Audit Plan Elements:
[Note:  This section should be included when submitting significant changes for management approval.  The revised Audit Methodology and Objective document should be saved as a separate document to serve as an audit trail for revisions to the audit plan elements.]
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